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Schedule 2 

Ethics Policy  

This policy is for the Authorised Users of and Data Contributors to the Service and Direct or Indirect 

Medical Experts ("Experts"), which sets out the standards of conduct, and professional behaviours that 

you must adhere to.   

 

All Authorised Users, Data Contributors and Experts should at all times conduct themselves in 

accordance with their own professional regulator's standards.  This policy is intended to complement 

those professional standards.  If in the unlikely event you consider that there is any conflict between 

the provisions of this policy and your own regulator's professional standards then those standards 

should prevail.  Any such conflict must be advised to MedCo immediately. 

 

Authorised Users, Data Contributors and Experts not adhering to the standards set out in this 

document will be acting in breach of the Agreement.  MedCo reserves the right to conduct 

investigations which may lead to suspension or termination of the Agreement. Referrals may also be 

made to other regulatory agencies including but not limited to the Financial Conduct Authority (FCA), 

General Medical Council (GMC) and Health and Care Professions Council (HCPC).  

 

The Standards 

 

As an Authorised User or Data Contributor of MedCo, or an Expert the standards of conduct, 

performance and ethics that you must keep to are to: 

 

1. Act in the best interests of the Claimant; 

 

2. Respect the confidentiality of the Claimant; 

 

3. Keep high standards of personal and professional conduct; 

 

4. Provide to Medco any important information about your conduct and competence; 

 

5. Keep your professional skills and knowledge up to date; 

 

6. Keep accurate records; 

 

7. Behave with integrity;  

 

8. Comply with the relevant Civil Procedure Rules, Practice Directions and Protocols; 

 

9. Comply with the Agreement. 

 

Applying the Standards 

 

As an Authorised User, Data Contributor, or Expert you must make sure that you are familiar with the 

standards and that you keep to them.  If concerns are raised about you as an Authorised User, Data 

Contributor, or Expert, MedCo may consider such factors as it at its own discretion considers necessary 

(including without limitation the factors set out in this policy) when deciding whether it needs to take 

any action. 
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The standards are written in broad terms and are designed to apply to all Authorised Users, Data 

Contributors and Experts as far as possible.  MedCo acknowledge that some of the standards may not 

apply to all Authorised Users, Data Contributors, or Experts. 

 

MedCo aims to ensure that a high standard of professional conduct is maintained by Authorised Users, 

Data Contributors and Experts.  This is so that the general public and all Authorised Users, Data 

Contributors and Experts can have confidence in the MedCo Service and all other Authorised Users, 

Data Contributors and Experts.  The standards are to be considered objectively and there are no hard 

and fast rules as to how the standards are to be met.  Authorised Users, Data Contributors and 

Experts, as autonomous and accountable professionals, will need to make reasonable decisions about 

their practice and how best to meet the standards.  MedCo have however set out general guidelines to 

provide a little more detail as to what is expected of you.  If you have any queries, please contact 

enquiries@medco.org.uk . 

 

The Standards of Conduct and Ethics 

 

1. Act in the best interests of the Claimant 

 

Each case involves an injured Claimant.  The claimant must be kept at the centre of all decisions made 

when acting as an Authorised User or Data Contributor of MedCo or an Expert.  Each Authorised User, 

Data Contributor and Expert involved in the process is responsible for promoting the Claimant's best 

interests.  You must respect that those interests will vary when providing a service as an Authorised 

User or Data Contributor of MedCo or an Expert. 

 

You must not allow your views about a Claimant's sex, age, colour, race, disability, sexuality, social or 

economic status, lifestyle, culture, religion or beliefs to impact on the way that you deal with each 

individual Claimant. 

 

You must maintain and uphold your professional standards at all times when dealing with the 

Claimant. 

 

2. Respect the confidentiality of the Claimant 

 

You must treat information about the Claimant as confidential and use it only for the purposes for 

which they have provided it.  You must not knowingly release any personal or confidential information 

to anyone who is not entitled to it, and you should check that people who ask for the information are 

entitled to it. 

 

You must keep to the conditions of the Data Protection Legislation and always follow and keep up to 

date with best practice for handling confidential information. 

 

3. Keep high standards of personal and professional conduct 

 

You must maintain high standards of both personal and professional conduct so as to ensure that the 

general public and all other Authorised Users, Data Contributors and Experts will have confidence in 

you as an Authorised User or Data Contributor of MedCo or as an Expert and your actions should not 

undermine confidence in the MedCo Service. As an Authorised User, MRO, or Expert you are expected 

to co-operate with MedCo and its Personnel in a professional manner including, but not limited to, 

mailto:enquiries@medco.org.uk
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responding to MedCo's correspondence and dealing with complaints in a timely manner. Any 

unacceptable behaviour towards MedCo Personnel will not be tolerated. 

 

4. Provide to us any important information about your conduct and competence 

 

You must inform MedCo immediately if you have important information about your conduct or 

competence, or about the conduct and competence of any other MedCo Authorised User or Data 

Contributor or Expert which comes to your attention.  In particular you must advise MedCo 

immediately if you are: 

 

 Convicted of a criminal offence, receive a conditional discharge for an offence or accept a 

police caution; 

 Disciplined by your professional regulator; 

 Suspended or placed under a practice restriction because of concerns about your conduct or 

competence; 

 If you have been declared bankrupt, entered into any individual voluntary arrangements or had 

a County Court judgment issued against you. 

 

MedCo will investigate the circumstances of any report into conduct and competence in light of this 

policy, the Agreement, the terms of your qualifying criteria or your Accreditation and will take action, 

which may include removing your Authorised User or Data Contributor access to the MedCo Database 

or your MedCo Accreditation should that be considered necessary and reporting you to your regulatory 

body. 

 

5. Keep your professional skills and knowledge up to date 

 

You must make sure that your professional skills, knowledge and performance are of good quality, up 

to date, and relevant to your scope of practice. 

 

Medical experts will in any event be accredited by MedCo and will be required to undertake appropriate 

levels of training, targeted at provision of reports in soft tissue injury cases.  All Authorised Users and 

Data Contributors will be required to ensure that they maintain up to date knowledge on data 

protection issues. 

 

6. Keep accurate records 

 

Accurate records should be maintained of all engagement with the Claimant and on all aspects relating 

to use of the MedCo Service. 

 

MedCo have a right of audit and may wish to examine your records should this prove necessary. 

 

7. Behave with integrity  

 

All Authorised Users, Data Contributors and Experts will be expected to behave with integrity at all 

times.  This covers their dealings with Claimants, MedCo and other Authorised Users, Data 

Contributors and Experts. 

 

This will include (but is not limited to): 
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Making full and frank disclosure of any Direct Financial Link that one Authorised User may have with a 

Data Contributor or Direct Medical Expert (or vice versa) and keeping that disclosure updated if there 

are any changes. ; 

 

Ensuring that referral fees are not requested, paid or received in breach of the Legal Aid Sentencing 

and Provision of Offenders Act 2012; 

 

Not providing any misleading information in their dealings with MedCo; 

 

Not engaging in any other practice that would undermine the public confidence in MedCo, the Service, 

Authorised Users or Data Contributors or Experts. 

 

8. Comply with the relevant Civil Procedure Rules, Practice Directions and Protocols 

 

Authorised Users and Data Contributors should ensure that they are up to date with all relevant 

provisions and that the provisions are adhered to.  This should include making the relevant fraud 

checks required by the RTA protocol. 

 

9. Comply with the  MedCo Rules and the Agreement 

 

Authorised Users, Data Contributors and Experts should ensure that they are familiar with the terms of 

their relevant agreement and the MedCo Rules and ensure that these are adhered to.  Any revisions will 

be published and Authorised Users, Data Contributors and Experts should familiarise themselves with 

any updated versions.  MedCo has also published Guidance as to how it will interpret the Qualifying 

Criteria.  Such Guidance will form the basis of audit of Data Contributors all Data Contributors should 

familiarise themselves with and act in accordance with that Guidance as updated from time to time. 
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Schedule 3 

 

Without limitation to the obligation in Clause 3.2.1 (h) to comply with all Applicable Law, the Parties 

agree to comply with the specific laws and regulations set out in this Schedule 3. 

 

1. Legal Aid, Sentencing and Punishment of Offenders Act 2012. 

 

The DME hereby confirms and agrees that it shall not request, receive or pay referral fees in 

contravention of Legal Aid, Sentencing and Punishment of Offenders Act 2012. 

2. Data Protection Requirements 

 

The parties confirm that each party shall be a Data Controller of the Shared Personal Data. Each party 

shall comply with its obligations as a Data Controller under Data Protection Legislation.  

2.2.  Without prejudice to clause 2.1 of this Schedule, DME shall ensure that: 

2.2.1 any Shared Personal Data: 

2.2.1.1 has been obtained and transferred to MedCo in accordance with the Data 

Protection Legislation; and 

2.2.1.2 is accurate and up to date. 

2.2.2   prior to the transfer to MedCo of Shared Personal Data, it has: 

2.2.2.1 provided the Data Subjects of the Shared Personal Data with a Privacy Policy on its 

own behalf and on behalf of MedCo that allows MedCo to Process the relevant 

Personal Data; and 

2.2.2.2 referred Data Subjects to MedCo's Privacy Policy at for 

information on how MedCo will Process the relevant Personal Data. 

2.2.3 implements and maintains appropriate technical and organisational measures to 

preserve the confidentiality and integrity of the Shared Personal Data and prevent any 

unlawful Processing or disclosure or damage, taking into account the state of the art, 

the costs of implementation, the nature, scope, context and purposes of Processing as 

well as the risk of varying likelihood and severity for the rights and freedoms of the Data 

Subjects (the "Security Measures"); 

2.3. DME shall notify MedCo promptly, and in any event within 72 hours, of any known breach of 

technical and organisational Security Measures where the breach has affected or could have 

affected the Shared Personal Data (the "Data Protection Breach"). DME shall also notify MedCo of 

the steps it has taken to remedy the Data Protection Breach and will provide MedCo with any 

information and assistance in respect handling of the Data Protection Breach. 

2.4 DME shall notify MedCo promptly, and in any event within 24 hours, should it receive a request 

or enquiry from a Data Protection Regulator or Data Subject with regard to the Shared Personal 

Data and keep MedCo regularly updated on all such enquiries. 

http://www.medco.org.uk/
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3. Anti-Bribery 

3.1 Each party shall ensure that it and persons associated with it or other persons who    are 

performing services in connection with this Agreement shall: 

(a) comply with all applicable laws, statutes, regulations relating to anti-bribery and 

anti-corruption including but not limited to the Bribery Act 2010 (“Relevant 

Requirements”); 

(b) not engage in any activity, practice or conduct which would constitute an offence 

under sections 1, 2 or 6 of the Bribery Act 2010 if such activity, practice or conduct 

had been carried out in the UK; 

(c) not do, or omit to do, any act that will cause or lead MedCo to be in breach of any of 

the Relevant Requirements or Relevant Policies. 

(d) immediately report to MedCo any request or demand for any undue financial or 

other advantage of any kind received by the DME in connection with the performance 

of this Agreement;    

(e) have and shall maintain in place throughout the term of this Agreement its own 

policies and procedures, including but not limited to adequate procedures under the 

Bribery Act 2010 ("the Relevant Policies"), to ensure compliance with the Relevant 

Requirements, the Relevant Policies and schedule 3 clause 3.1(b), and will enforce 

them where appropriate. 

3.2 The DME if requested, shall provide MedCo with any reasonable assistance, at the DME’s 

reasonable cost, to enable MedCo to perform any activity required by any relevant 

government or agency in any jurisdiction for the purpose of compliance with any of the 

Relevant Requirements  

3.3 The DME shall immediately notify MedCo if, at any time during the term of this Agreement, 

its circumstances, knowledge or awareness changes such that it would not be able to warrant 

its compliance with the obligations in Schedule 3 clause 3.1 at the relevant time.  

3.4 For the purpose of schedule 3 clause 3, the meaning of adequate procedures and foreign 

public official and whether a person is associated with another person shall be determined in 

accordance with section 7(2) of the Bribery Act 2010 (and any guidance issued under section 

9 of that Act), sections 6(5) and 6(6) of that Act and section 8 of that Act respectively. 

3.5 Regardless of any other provision in this Agreement, MedCo shall not be obliged to, or omit 

to do any act which would, in its reasonable opinion put it in breach of any of the Relevant 

Requirements. 

 

 
 


